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Resolution Against Mass Surveillance of the American People 
 
Whereas the ALA Council adopted a “Resolution Reaffirming the Principles of 
Intellectual Freedom in the Aftermath of Terrorist Attacks” (2002-2003 CD#19.1); 
 
Whereas the ALA Council adopted a “Resolution on the USA PATRIOT ACT and 
Libraries,” which opposed Section 215 of the Act and called on the U.S. Congress to 
restore the privacy rights of library users (2005 CD#20.6); 
 
Whereas the ALA Council adopted a “Resolution on the Use and Abuse of 
National Security Letters” (2006-2007 CD#19.3); 
 
Whereas the ALA Council passed a “Resolution on the Need for Reforms for the 
Intelligence Community to Support Privacy, Open Government, Government 
Transparency, and Accountability” (2012-2013 ALA CD#19.2 and CD#20.40), which  
 

1.
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6. expressed “its thanks and appreciation to the members of Congress who 

work to protect our privacy and civil liberties;”  
 
Whereas the U.S. Congress has just passed the USA Freedom Act, which amends the 
USA PATRIOT Act by transferring the mass storage of telephone records from the 
National Security Agency to telephone companies, and requires court orders to 
search those records, as well as several other minor reforms; therefore be it  

 
Resolved, that the American Library Association calls on the U.S. President and 
Congress to end mass surveillance of the American people by: 

 
1. Repealing Section 215 of the USA PATRIOT Act, and all other sections that 

authorize mass surveillance of the American public; 
 

2. Repealing all mass surveillance authorized by the USA Freedom Act, by 
adopting into law the following measures: requiring government agencies 
to get a national security warrant before collecting personal information 
from third parties, raising the standard for government collection of call 
records under FISA from “reasonable grounds” to “probable cause,” 
limiting the government’s ability to use information gathered under 
intelligence authorities in unrelated criminal cases, making it easier to 
challenge the use of illegally obtained surveillance information in 
criminal proceedings, prohibiting the government from requiring 
hardware and software companies to deliberately weaken encryption and 
other security features, and requiring court approval for National 
Security Letters;  

 
3. Prohibiting the government from conducting warrantless reviews of 

Americans’ email and other communications under Section 702 of the 


